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Abstract of the contribution: the contribution introduces new architectural requirements for the support of WLAN building on the previous releases and wide base of “untrusted” WLAN.
1	Introduction
In the EPC, in releases previous to Rel. 14, access to the EPC services via untrusted WLAN has been defined based on the use of an ePDG to act as a security gateway for connectivity to the EPC.
TR 23.799 has added (though not agreed on) architectural alternatives for the support of WLAN, specifically focusing on tight integration of WLAN with RAN, and the use of freestanding WLAN.
Solutions on tight interworking have so far assumed that either the operator trusts the WLAN APs (e.g. LWA) or that solutions are deployed within the RAN to provide security for the interconnection of untrusted WLAN APs (e.g. LWIP). 
However, it is not concluded yet that in the NextGen CN either tight integration, free-standing WLAN connectivity, or both are the only solutions to be adopted in NextGen systems.
Moreover, operators have made large investment in the deployment of solutions (e.g. VoIP over WLAN) using the ePDG/S2b solution. It is hard to believe that operators will abandon such investment, both in terms of APs that may have deployed (e.g. in untrusted locations) and based on partner WLAN networks.
Therefore, it is proposed to add an architectural requirement for the support of UE connectivity to the NextGen CN via untrusted WLAN APs.
2	Proposal
It is proposed to add the following text to TR 23.799
BEGIN CHANGES
Architectural Requirements, Assumptions and Principles
[bookmark: _Toc453184033]4.1	High level Architectural Requirements
Editor's note:	This clause will document high-level architectural requirements that guide the architecture study.
The architecture of the NextGen System shall:
1	Support the new RAT(s), the Evolved E-UTRA, and non-3GPP access types. GERAN and UTRAN are not supported:
a)	As part of non- 3GPP access types, WLAN access and Fixed access shall be supported. Support for satellite access is FFS.
2	Support unified authentication framework for different access systems.
3	Support multiple simultaneous connections of an UE via multiple access technologies.
4	Allow independent evolutions of core network and RAN, and minimize access dependencies.
5	Support a separation of Control plane and User plane functions.
6	Support transmission of IP packets, non-IP PDUs and Ethernet frames.
NOTE 1:	This requirement assumes a point-to-point link between the UE and the data network.
7	Leverage techniques (e.g. Network Function Virtualization and Software Defined Networking) to reduce total cost of ownership, improve operational efficiency, energy efficiency, and simplicity and flexibility for offering new services.
8	Efficiently support different levels of UE mobility (including stationary UE(s)) / service continuity.
9	Support different levels of resilience for the services provided by the network.
10	Support different means for reducing UE power consumption while UE is in periods with data traffic as well as in periods without data traffic.
11	Support services that have different latency requirements between the UE and theData Network.
12	Minimize the signalling (and delay) required to start the traffic exchange between the UE and theData Network, i.e. signalling overhead and latency at transition from a period where UE has no data traffic to a period with data traffic.
13	Support access to applications (including 3rd party applications) with low latency requirements hosted close to the access network within the operator trust domain.
NOTE 2:	The details of applications are beyond the scope of 3GPP.
NOTE 3:	Details of hosting of applications is considered beyond scope in this release.
14	Support optimized mechanisms to control (includes avoiding) signalling congestion.
15	Efficient network support for a large number of UEs in periods without data traffic.
16	Support network sharing.
17	Support roaming:
a)	As part of roaming, the architecture shall support both routing of user traffic entirely via the VPLMN and routing of the user traffic back to the HPLMN. 
18	Support broadcast services.
19	Support network slicing.
20	Support Architecture enhancements for vertical applications.
21	Support dynamic scale-in /scale-out.
22	Minimize energy consumption in the overall network operation.
NOTE 4:	Specific architecture work resulting from the previous requirement may have to be addressed by SA WG2, SA WG5, or both.
23	Support critical communications, including mission-critical communications.
24	Support network capability exposure
25	Support efficient transmission of user data with characteristics required by Stage 1 requirements (e.g. low throughput short data bursts) including support of SMS.
26	Support regulatory requirements for Lawful Intercept.
27	Support a flexible information model with relationships between user related managed data, and with a level of abstraction sufficient to be independent of any specific protocols.
NOTE 5:	The previous requirement may have to be addressed by SA WG2, SA WG5, orstage 3 working groups.
28	Support optimized distribution of the data and the location of the data repositories in the network (access and core network) for efficient management of user related data by network entities.
29. Support UE access to the NextGen CN via untrusted WLAN (where the term “untrusted” is defined as releases prior to Rel. 14). 
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